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Abstract of the contribution: This contribution proposes to use Routing Information Option as defined in IETF draft for RA message to signal UE about the SSC mode of the additional IPv6 Prefix for an IPv6 multi-homed PDU session.
1. Discussion
There are two places in 23.501 mentioning the SSC mode of the additional PSA providing local access to DN for IPv6 multi-homed PDU session as follows:
· Clause 5.6.4:

“Further, the PDU Session Anchor assigned at the establishment of a PDU Session is associated with the SSC mode of the PDU Session and the additional PDU Session Anchor(s) assigned within the same PDU Session e.g. for selective traffic routing to the DN are independent of the SSC mode of the PDU Session.”

· Clause 5.6.9.1:

“NOTE:
In this Release, the addition/removal procedure of additional PDU Session Anchor in a PDU Session for local access to a DN is independent from the SSC mode of the PDU Session.”

The statement indicates the SSC mode of the additional PSA may be different from the SSC mode of the PDU session. As such, if it is different from the SSC mode of the PDU session, this information needs to be notified to UE along with newly assigned IPv6 Prefix, otherwise, UE does not know how to correlate the corresponding application/traffic with the additional IPv6 Prefix.

It is possible to solve this issue per IETF “draft-feng-dmm-ra-prefixtype-00” which can be used to indicate the SSC mode for the newly assigned IPv6 Prefix in the Prefix Information Option in the Router Advertisement (RA) message. This paper proposes to use this IETF individual draft as a solution to address this issue. 
Another IETF draft “draft-ietf-dmm-ondemand-mobility-12” defines four address types as follows: 
1 - FIXED_IPV6_ADDRESS
2 - SESSION_LASTING_IPV6_ADDRESS
3 - NON_PERSISTENT_IPV6_ADDRESS
4 - GRACEFUL_REPLACEMENT_IPV6_ADDRESS

These address types that are under definition in the IETF can be linked to the 3GPP SSC modes as follows:
· SSC mode 1 is similar to FIXED and SESSION_LASTING

· SSC mode 2 is similar to NON_PERSISTENT

· SSC mode 3 is similar to GRACEFUL_REPLACEMENT

It is noted that one of the referenced IETF drafts is a working group draft in advanced stage (“draft-ietf-dmm-ondemand-mobility-12”), whereas the other one is an individual draft (“draft-feng-dmm-ra-prefixtype-00”). While it may seem a bit peculiar to reference an individual draft in the IETF in a 3GPP specification, it would be by no means the first time.
As an example, in Rel-8 TS 23.402 v8.0.0 (Dec 2007) contained three individual drafts among the references
· [35]                      IETF Internet-Draft, draft-muhanna-mip6-binding-revocation-01, "Binding Revocation for IPv6 Mobility", work in progress.

· [36]                      IETF Internet-Draft, draft-muhanna-netlmm-grekey-option-01.txt, "GRE Key Option for Proxy Mobile IPv6" work in progress.

· [37]                      IETF Internet-Draft, draft-giaretta-netlmm-mip-interactions-01, "Interactions between PMIPv6 and MIPv6: scenarios and related issues", work in progress.

Two of these individual drafts have achieved the status of IETF working group drafts only year later (TS 23.402 v8.4.0; Dec 2008), while reference [37] has been voided:

· [35]                      IETF Internet-Draft, draft-ietf-mext-binding-revocation-01, "Binding Revocation for IPv6 Mobility", work in progress.

· [36]                      IETF Internet-Draft, draft-ietf-netlmm-grekey-option-01:"GRE Key Option for Proxy Mobile IPv6" work in progress.

References [35] and [36] have been published as RFC 5846 and RFC 5845, respectively, in June 2010.

Finally, the references in TS 23.402 have been cleaned up only in TS 23.402 v8.10.0 (Mar 2012).

As seen from this example, 3GPP and the IETF operate on very different timelines, with the IETF specification process being significantly slower than the one in 3GPP. In the beginning there is a dependency on an individual draft that is introduced in a 3GPP specification in the form of individual IETF draft, which then “matures” over years into a working group draft, and is eventually referenced as a standards track RFC (either as an RFC on its own, or incorporated as additional feature in another more general RFC).
In some cases this process may take several years and may span across several 3GPP releases. The 3GPP-IETF coordinator (currently the CT chair) keeps track of the living dependencies and takes care about the eventual replacement of unresolved dependencies with standards track RFCs.The fact that personal IETF drafts have been referenced during Rel-8 EPS specification seems by no means an exception; Namely, the latest IETF Status Report presented in the last SA#77 plenary (SP-170771) contains three such dependencies on personal IETF drafts (mohali, jesske, yusef).

It is proposed therefore to create a dependency with the “draft-feng-dmm-ra-prefixtype-00” IETF draft in TS 23.501 and initiate the tracking process with the IETF. It is also proposed to send a liaison to the IETF informing them that 3GPP has identified a major use case in the 5G system for a protocol functionality that is under IETF control and asking them to expedite the specification procedure.
2. Proposal
It is proposed to agree the following update into TS 23.501.
* * * First change * * * *

5.6.4
Single PDU session with multiple PDU session anchors

5.6.4.1
General

In order to support selective traffic routing to the DN or to support SSC mode 3 as defined in clause 5.6.9.2.3, the SMF may control the data path of a PDU Session so that the PDU Session may simultaneously correspond to multiple N6 interfaces. The UPF that terminates each of these interfaces is said to support PDU Session Anchor functionality. Each PDU Session Anchor supporting a PDU Session provides a different access to the same DN. Further, the PDU Session Anchor assigned at the establishment of a PDU Session is associated with the SSC mode of the PDU Session and the additional PDU Session Anchor(s) assigned within the same PDU Session e.g. for selective traffic routing to the DN are independent of the SSC mode of the PDU Session.

NOTE:
Selective traffic routing to the DN supports, for example, deployments where some selected traffic is forwarded on an N6 interface to the DN that is “close” to the AN serving the UE.
This may correspond to

-
The Usage of UL Classifier functionality for a PDU Session defined in clause 5.6.4.2.

-
The Usage of an IPv6 multi-homing for a PDU Session defined in clause 5.6.4.3.

5.6.4.2
Usage of an UL Classifier for a PDU Session
In case of PDU Sessions of type IPv4 or IPv6 or Ethernet, the SMF may decide to insert in the data path of a PDU Session an "UL CL" (Uplink classifier). The UL CL is a functionality supported by an UPF that aims at diverting (locally) some traffic matching traffic filters provided by the SMF. The insertion and removal of an UL CL is decided by the SMF and controlled by the SMF using generic N4 and UPF capabilities. The SMF may decide to insert in the data path of a PDU Session a UPF supporting the UL CL functionality during or after the PDU Session establishment, or to remove from the data path of a PDU Session a UPF supporting the UL CL functionality after the PDU Session establishment. The SMF may include more than one UPF supporting the UL CL functionality in the data path of a PDU Session.

The UE is unaware of the traffic diversion by the UL CL, and does not involve in both the insertion and the removal of UL CL. In case of a PDU Session of IPv4 or IPv6 type, the UE associates the PDU Session with either a single IPv4 address or a single IPv6 Prefix allocated by the network.

When an UL CL functionality has been inserted in the data path of a PDU Session, there are multiple PDU Session Anchors for this PDU Session. These PDU Session Anchors provide different access to the same DN. In case of a PDU Session of IPv4 or IPv6 type, only one PDU Session Anchor is IP anchor point for the IPv4 address / IPv6 prefix of the PDU Session provided to the UE.
NOTE 0:
The mechanisms for packet forwarding on the N6 reference point between the PDU Session Anchor providing local access and the DN are outside the scope of this specification.

The UL CL provides forwarding of UL traffic towards different PDU Session Anchors and merge of DL traffic to the UE i.e. merging the traffic from the different PDU Session Anchors on the link towards the UE. This is based on traffic detection and traffic forwarding rules provided by the SMF.

The UL CL applies filtering rules (e.g. to examine the destination IP address/Prefix of UL IP packets sent by the UE) and determines how the packet should be routed. The UPF supporting an UL CL may also be controlled by the SMF to support traffic measurement for charging, traffic replication for LI and bit rate enforcement (per PDU Session AMBR).

NOTE 1:
The UPF supporting an UL CL may also support a PDU Session Anchor for connectivity to the local access to the data network (including e.g. support of tunnelling or NAT on N6). This is controlled by the SMF.

Additional UL CLs (and thus additional PDU Session Anchors) can be inserted in the data path of a PDU Session to create new data paths for the same PDU Session. The way to organize the data path of all UL CLs in a PDU Session is up to operator configuration and SMF logic and there is only one UPF supporting UL CL connecting to the (R)AN via N3 interface.
The insertion of an ULCL in the data path of a PDU Session is depicted in Figure 5.6.4.2-1.
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Figure 5.6.4.2-1 User plane Architecture for the Uplink Classifier

NOTE 2:
It is possible for a given UPF to support both the UL CL and the PDU Session Anchor functionalities.

5.6.4.3
Usage of IPv6 multi-homing for a PDU Session
A PDU Session may be associated with multiple IPv6 prefixes. This is referred to as multi-homed PDU Session. The multi-homed PDU Session provides access to the Data Network via more than one PDU Session Anchor. The different user plane paths leading to the different PDU Session Anchors branch out at a "common" UPF referred to as a UPF supporting "Branching Point" functionality. The Branching Point provides forwarding of UL traffic towards the different PDU Session Anchors and merge of DL traffic to the UE i.e. merging the traffic from the different PDU Session Anchors on the link towards the UE.

The UPF supporting a Branching Point functionality may also be controlled by the SMF to support traffic measurement for charging, traffic replication for LI and bit rate enforcement (per PDU Session AMBR). The insertion and removal of a UPF supporting Branching Point is decided by the SMF and controlled by the SMF using generic N4 and UPF capabilities. The SMF may decide to insert in the data path of a PDU Session a UPF supporting the Branching Point functionality during or after the PDU Session establishment, or to remove from the data path of a PDU Session a UPF supporting the Branching Point functionality after the PDU Session establishment.
Multi homing of a PDU Session applies only for PDU Sessions of IPv6 type. The request of PDU Session type "IP" or "IPv6" implies the support of multi-homed PDU Session for IPv6 in the UE.
The use of multiple IPv6 prefixes in a PDU Session is characterised by the following:

-
The UPF supporting a Branching Point functionality is configured by the SMF to spread the UL traffic between the IP anchors based on the Source Prefix of the PDU (which may be selected by the UE based on routing information and preferences received from the network).

-
IETF RFC 4191 [8] is used to configure routing information and preferences into the UE to influence the selection of the source Prefix.
NOTE 1:
This corresponds to Scenario 1 defined in IETF RFC 7157 [7] "IPv6 Multi-homing without Network Address Translation". This allows to make the Branching Point unaware of the routing tables in the Data Network and to keep the first hop router function in the IP anchors.
-
IETF “draft-feng-dmm-ra-prefixtype-00” [xx] is used to configure the SSC mode of the additional IPv6 Prefix. The IP address types defined in “draft-ietf-dmm-ondemand-mobility-12” are mapped to the 3GPP SSC modes as follows:
-
SSC mode 1 is mapped to either FIXED or SESSION_LASTING;

-
SSC mode 2 is mapped to NON_PERSISTENT;

-
SSC mode 3 is mapped GRACEFUL_REPLACEMENT. 
-
The multi-homed PDU Session may be used to support make-before-break service continuity to support SSC mode 3. This is illustrated in Figure 5.6.4.3-1.

-
The multi-homed PDU Session may also be used to support cases where UE needs to access both a local service (e.g. local server) and a central service (e.g. the internet), illustrated in Figure 5.6.4.3-2.

-
The UE shall use the method specified in TS 23.502 [3], clause 4.3.5.3, 4.3.5.4, 4.3.5.6 and 4.3.5.7 to determine if a multi-homed PDU Session is used to support the service continuity case shown in Figure 5.6.4.3-1, or if it is used to support the local access to DN case shown in Figure 5.6.4.3-2.
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Figure 5.6.4.3-1: Multi-homed PDU Session: service continuity case

NOTE 2:
It is possible for a given UPF to support both the Branching Point and the PDU Session Anchor functionalities.
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Figure 5.6.4.3-2: Multi-homed PDU Session: local access to same DN

NOTE 3:
It is possible for a given UPF to support both the Branching Point and the PDU Session Anchor functionalities.
* * * End of change * * * *
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